Please see below for the step by step instruction sheet to help you navigate this change for:

Internet Explorer

1. Left-click the gear icon:
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2. Select “Internet options” from the dropdown menu:
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3. Click the “Advanced” tab, scroll down and deselect “SSL 3.0” and “TLS 1.0”.
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*Takes effect after you restart your computer

[ Restore advanced settings _'

Reset Internet Explorer settings
Resets Internet Explorer's settings to their default | Reset. '
raion. | Reset.. |
You should only use this if your browser is in an unusable state.

4. Click “OK” to accept your changes, which should take effect immediately. (You may need to
refresh your browser.)



